
How prepared are you for HITRUST? What is/was the biggest barrier to HITRUST 
readiness for your organization?

Do you believe you have the right staff with 
the right level of skills to execute against 
HITRUST?

Where do you see the biggest benefit
from HITRUST?
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KPMG surveyed 604 professionals
about information security during a webcast aimed at 
healthcare industry vendors. The webcast debuted Aug. 23, 
2016, and is titled “Evolving Information Security Demands in 
Healthcare – SOC® + HITRUST”. 
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